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## HOW TO USE THE RISK ASSESSMENT TOOLKIT

The Risk Assessment Toolkit provides step-by-step guidance, tools, and templates to implement a full risk assessment process that uncovers and mitigates business project risks.

### Suggested Use by Role

<table>
<thead>
<tr>
<th>Security Role</th>
<th>Suggested Use</th>
</tr>
</thead>
</table>
| **Head of Security Function**                      | ✓ Read the introduction section of the Risk Assessment Toolkit Guidebook.  
     | ✓ Read each chapter’s executive summary for a high-level understanding of each process step.  
     | ✓ Hand off implementation responsibilities to a security staff member.                                                                        |
| **Security Staff Building the Risk Assessment Process** | ✓ Read the Risk Assessment Toolkit Guidebook to understand how each tool and template works.  
     | ✓ Build the tools and templates into your organization's existing GRC environment or use the native Excel and PDF tools.  
     | ✓ Customize the tools and templates over time to refine the risk assessment process.                                                          |
| **Security Staff Running the Risk Assessment Process** | ✓ Read the introduction section of the Risk Assessment Toolkit.  
     | ✓ Read each chapter’s executive summary and “Run” section to understand how each process step works.                                           |

*We recommend implementing the toolkit’s tools and templates into a GRC tool. This approach automates routine security processes and improves standardization. For more guidance on GRC tools, see these resources: GRC Tools Peer Review Poster, GRC Tool Evaluation Template, and State of GRC Tool Deployments.*
## TERMS AND DEFINITIONS

<table>
<thead>
<tr>
<th>Terms</th>
<th>Definitions</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Project</strong></td>
<td>A planned set of interrelated tasks to be executed over time within cost and other limitations to achieve a defined business goal; oftentimes, the business builds teams around discrete projects.</td>
</tr>
<tr>
<td><strong>Project Owner</strong></td>
<td>The individual in the business or IT who plans and leads the interrelated tasks associated with a project; project owners are the individuals whom the business ultimately holds responsible for delivering the project on time and at cost to achieve the project’s defined business goal.</td>
</tr>
<tr>
<td><strong>Technical Risk</strong></td>
<td>The possibility that a technical vulnerability can be exploited—leading to a data breach—or that a lack of compliance with technical requirements (e.g., from regulatory bodies, governments) can harm the organization.</td>
</tr>
<tr>
<td><strong>Business Risk</strong></td>
<td>The possibility that the business will fail to meet defined goals (in the private sector, this is usually defined in terms of revenue growth or cost savings; government and nonprofit organizations may have a different set of defined goals; business risks include losses, unrealized gains, reputational harm, etc.—in short, anything that impedes the organization’s profitability or pursuit of its goals.</td>
</tr>
<tr>
<td><strong>Control</strong></td>
<td>Any measure (e.g., process, technology tool, training) that, if implemented, helps to identify or reduce risk; together, a group of controls forms a control framework. Note that not all controls apply equally to all projects; rather, each project, based on its risk profile, may require certain controls over others.</td>
</tr>
</tbody>
</table>
OVERVIEW OF THE RISK ASSESSMENT TOOLKIT

Risk Assessment Process Steps

Project Intake → Risk Triage → Risk Assessment → Control Selection → Risk Decision → Decision Tracking

Step-by-Step Implementation Guidance
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Supporting Tools and Templates

- Project Intake Form
- Risk Triage and Assessment
- Conversation Guide
- Risk Acceptance Form
- Risk Register
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HOW THE RISK ASSESSMENT PROCESS WORKS

Project Intake
- Identify business projects and direct them into the risk assessment process.

Risk Triage
- Determine data sensitivity and potential high-level risks.

Risk Assessment
- Identify specific business risks against a formalized control framework.

Control Selection
- Explain identified risks to the project owner and propose mitigating controls.

Risk Decision
- Establish formal business ownership of risks and risk decisions.

Decision Tracking
- Centrally track mitigated and unmitigated risks in a central risk register.

Key Steps
- The project owner completes the project intake form.
- The project owner completes a detailed risk assessment questionnaire that caters to the relevant risk areas identified during risk triage.
- Security reviews the project’s unmitigated risks identified by the risk assessment questionnaire.
- The project owner formally agrees to adhere to all control decisions and accepts responsibility to implement and maintain controls where appropriate.
- Security formally tracks all risk decisions in a central risk register.
- Security uses the risk register to identify risk trends, track exceptions granted, schedule follow-up risk reviews, and create risk metrics.
HOW THE GUIDEBOOK IS STRUCTURED

Each process step has a chapter with the following components:

**Chapter introduction that outlines a defined goal and a description of the process step**

- Review the purpose and goals of each process step.
- Understand how each process step works and what success looks like.

**Detailed guidance on using the tools and templates to set up the process step**

- Set up and customize each process step.
- If desired, build the process step into your existing GRC environment.

**Detailed guidance on using the tools and templates to run the process step**

- Use the tools and templates to run each process step.

**Tips, tricks, and additional research to improve and customize the process step over time**

- Learn tips and tricks to improve the performance of each process step.
- Identify ways to customize and refine each process step over time.
- Consult additional CEB research on conducting best practice risk assessments.
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